
Challenges

• Minimize the changes in the existing MD-SPL

• To add the new concern a high-level of abstraction

• To reduce the number of manually defined pointcuts

• To reduce the pointcut definition complexity 

• To reduce the composition complexity

Problems adding the security at low-levelii:

• Low-level of abstraction

• High number of pointcuts

Problems adding the security at
mixed levelsiii:

• High number of pointcuts

• Complex pointcut definition

Problems adding the security at  high-leveli:

• Minimal reuse

• Complex pointcut definition

Problems adding security
in one-step concern refinementiv:

• Complex pointcut definition

Multi-step Concern Refinement

• High-level of abstraction

• Small number of pointcuts

• Simple pointcut definition (At the same level of abstraction)

 

• Composition at lowest level 
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THE 
PROBLEM

In an existing
Model-Driven Software Product Line,

how can we add a new 
crosscutting concern as:  

Transactions

Security 

Monitoring

Logging
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